NOJAN EMAD       
3208 Riding Court, Chalfont PA 18914 | nojan.emad@outlook.com
· Results-driven professional with experience in transforming IT infrastructure at scale, providing system engineering support, and driving platform modernization.

· Expertly help organizations to solve challenges around enterprise architecture, implement good engineering practices, reduce costs, and ensure the highest quality. 
· Proficient in providing strategic direction for new processes and technologies, managing networks, and mitigating the persistent threat of sophisticated cyber attacks to ensure data security. 

· Recognized for being an active listener, adapting to new roles, and building a culture that values productivity, customer service, and personal and professional growth.   

CERTIFICATION   
MS Cert. IT Professional; MS Cert. Cloud Architect

MS Cert. Desktop Support Technician; MS Cert. Systems Administrator

MS Cert. Systems Engineer; Red Hat Cert. Engineer (RHCE)

Cert. Novell Engineer + Master (CNE); Certified ITIL

Cert. DRBC consultant - EMC; HP Expert One - Updated 2019

CISSP - Updated 2019’ MS Cert. Technology Specialist (MCTS)

MS Systems Administrator: Messaging; MS Systems Administrator: Security

MS Cert. Systems Engineer + Internet; MS Cert. Professional

VMware Cert. Professional (VCP); Cert. Linux Professional (LPIC 1 and 2)

IBM Professional Server Engineer – PSE; Pending PMP Certification
MS Cert. Master (MCM); MS Cert. Solution Associate
MS Cert. Systems Engineer: Messaging; MS Cert. Systems Engineer: Security

MS Cert. Professional + Internet; Red Hat Cert. Technician (RHCT)

MS Cert. IT Professional (MCITP); Cisco (CCNA, CCET, CCDA)

HP Cert. Server Engineer
MS Cert. Architect (MCA)
Information Systems Security Prof.
EDUCATION  
Bachelor of Science Degree in Computer Science, University of Ontario Waterloo 
Master’s Degree in Information Systems, University of Ontario Waterloo
Master of Science of Strategic Intelligence (MSSI), Georgetown University School of Continuing Studies
TECHNICAL PROFICIENCY   
SCCM 2012 R2|Configuration Manager|Operations Manager 2012 R2
Operations Manager 2012 DR & BC, SCCM, MOM, SMS and SCOM
Active Directory and Exchange|Office 365|Hybrid|HP Family of Servers|IBM Family of Servers|Blade System

Grid Computing Technology|Virtualization Technology|Cloud Computing

Microsoft HPC|Hyper-V|VMWare|APP-V|Patch Management|Problem and Change Management 
HP SIM, ICE and IBM Director for HP and IBM Hardware Monitoring
Installation and Configuration of SQL 2008 R2, Windows 2008, 2012 R2 Servers

Biztalk|O365 and Binary Tree|Quest Tools|Azure|AWS|IaaS, SaaS, and PaaS Platforms

CORE SKILLS AND COMPETENCIES   
Security and Governance Architect| Datacenter Migration| Security Assessment Reports| Security Auditing Information Security Management| Enterprise Security Standards Development

Vulnerability Assessments| New Technology Evaluation| Incident Response| Technical Documentation Mentoring and Coaching| Problem-Solving| Accountability and Transparency| Communication
CORE DOMAIN EXPERTISE      
· Proficient in deploying high-availability infrastructures for critical business systems, assessing legacy systems migration, and setting up complex data networks. 

· Developed enterprise technology strategies, focusing on cost reduction, process improvement, and technology ROI optimization.

· Proven expertise in Office 365 deployment and completed many complex ADFS & ADFS proxy deployments.

· Well-versed with ADFS claim-based rules, publishing of ADFS with TMG 2010, single & multiple domain Federation of ADFS with Microsoft Office 365 cloud, and directory synchronization.

· Competent in Exchange email migration utilizing cutover, staged, and hybrid deployment, and POP3 and IMAP email clients migration.

PROFESSIONAL WORK EXPERIENCE  
Wawa Inc, PA                                                                                                                                         October 2018 - Present                                       
Senior Office 365, Azure Cloud Engineer, Architect

· Provide operational support for project implementation and cater to the broader objectives through alignment with the values and mission. 

· Facilitate email migration from on-premise exchange to M365 exchange online and monitor the deployment of Microsoft Intune.
· Advise on engineering functions and coordinate office 365 integration along with Microsoft teams integration with applications and tools.  
Mac-Kali, UPS, Siemens, Borealis - ATOS, Inc., PA                                                              August 2018 - October 2018

Senior Security Architect & Engineer

· Offered solution on Azure data factory and monitored Microsoft Intune in conjunction with Windows autopilot across North America.

· Shifted from ADFS to Ping identity and adhered to enterprise mobility management strategies such as MDM and MAM for data safety for Pearson’s workforce. 

· Used Windows Autopilot within Intune to deploy devices and automated Windows, as well as served as Migration Engineer for Exchange Migration to Office 365 exchange online.

· Enforced structure to every phase of migration by adhering to the Runbook and supported privileged identity management through two-factor authentication.

· Implemented endpoint/MDM Intune management for UPS sub-series and provided sensitivity labels for every UPS subsidiary based on authorized legal and governance structure.

· Used Azure PIM for Just in Time access for an external user and handled Azure Information Protection and Azure Privileged Management.

· Simplified and automated the data process migration to Azure SQL and SQL Server in Azure.

· Worked as an Application and System Security Subject Matter Expert to decrease security risk through environment hardening.
· Migrated all UPS global sub-series in one M365 tenant, utilized tools such as Bit Titan and Quest On-demand for migration.

· Implemented Microsoft CASB, a Cloud app security solution based on the three pillar security approach to cyber security, as well as performed user behavioral analysis based on Azure Sentinel.    

· Involved in the design and configuration of Azure Monitoring and Azure Synapse.

· Administered implementation of core view product, used tools such as Ansible, Kion for Automation Architect, and applied Chef and Puppet for DevOps management. 
Pearson Education - Dimension Data., NJ, PA, NYC                                                                   June 2018 - August 2018

Senior Migration Engineer, Architect Security                       
                                    
· Guided on Azure components for a cloud project, moved from ADFS to Forge-rock & Ping identity.

· Offered HLD and LLD for Cloud solutions, created the project technical and visual design, and developed specifications based on functional designs.

· Collaborated with engineering personnel for solution design and implementation and assisted migration for Google to Office 365 G mail, G Drive, and G Sites & Forms.

· Administered Google Migration to Office 365 exchange online, transitioned from Forge Rock to Microsoft CASB, and established Cloud infrastructure for all online applications. 

· Involved in Azure Information Protection and Azure Privileged Management and implemented Azure Sensitivity Labels.

DuPont/DOW Chemical, Avanade, NJ, PA, NYC                                                                      April 2017 - January 2018
Senior Migration, Integration & Security Engineer

· Developed a new platform for Dow DuPont based on Application and Server integration, migrated email systems to Office 365

· Monitored Airgap systems and implemented Microsoft DLP, AIP, and Cloud App Security.

· Involved in Active Directory consolidation and merger, Azure Information protection deployment, and Veronis security file and access manager design.

Amneal Pharmaceutical - Avanade. NJ, PA, NYC                                                                       March 2017 - May 2017
  
Senior Migration Engineer, Architect, Security

· Managed Active Directory and application migration along with Cloud to Cloud email migration.
· Designed OKTA Cloud and on-premise application two-factor authentication and seamless sign-on. 

· Administered post-merger datacenter consolidation covering 400 applications and 1500 servers.

· Rolled out Office 365/Azure R-BAC design and monitored application and data migration to Azure SQL. 
Pearson Education, Cognizant                                                                                                     February 2017 - April 2017                                                  
Senior Migration Engineer, Architect, Engineer

· Migrated application authentication and data process to Azure SQL to achieve the organization’s goals.  

· Controlled access to Cloud applications based on tenant restrictions and implemented baseline security requirements for the Cloud computing environment (security monitoring/logging, architecture reviews, identity & access management, etc).
· Collaborated with Information Technology and DevOps teams on establishing new infrastructure security and managed 3rd party penetration tests and risk evaluation. 

Zoetis Inc. Parsippany, NJ                                                                                                               January 2017 - April 2017

Senior Migration and Security Architect/Engineer - Cognizant
                                                                         
· Migrated Winnows & Linux server and application to Azure SaaS and IaaS model.

· Used Azure Site Recovery services for business continuity, assessed the push and pull model for computing, and migrated more than 3300 servers.
· Revamped the backup system, used Microsoft DPM to backup a file disk to the Cloud, migrated AWS VMs to Azure IaaS, and consolidated Active Directory of 10 disperse forests into a distinct forest.

· Used PowerShell and Chef with 90 separate nodes for Azure Automation and installed Azure security model based on five effective security frameworks.

· Implemented Azure security model on the basis of CIS Microsoft Azure Foundation Security Benchmark and configured Red Lock to monitor and report on Azure.

· Designed Azure key vault for lower and production Azure tenants and combined Cloudscape with Azure automation process to optimize Cloud IaaS pricing model and data center workload sizing.

Margolis Edelstein, Philadelphia, PA                                                                             November 2016 - December 2016                               
Senior Consultant - Cognizant

· Performed a Google G Suite migration to Office 365 and architected Azure two factor and boundary access.

· Implemented Directory Synchronization and Azure auto-license framework and deployed setup for various migrations (Cut-Over, IMAP, Staged, and Hybrid). 
· Managed on-Boarding and off-Boarding of the mailboxes from Exchange Online Servers and involved in migrating the shared, resource, and room mailboxes to Cloud to On-Premise.

· Resolved post-migration issues like permissions and password issues for the users.
· Adhered to Office 365 and MS Exchange policies, established the ActiveSync for the mobile messaging services, and handled MS Exchange servers, AD applications, and public folders.

· Rectified tenancy technical issues, updated Office 365 systems, and automated and executed Office 365 procedures using Windows PowerShell.

· Rolled out Active Directory consolidation project, incorporating seven forest’s into one AD forest, implemented security posture framework for legal functions, and verified the risks and compliance to the mitigations outlined in an audit.

· Utilized Cloud Scape to optimize cloud price and established Intune Device Management in a hybrid scenario with SCCM as a hierarchy.

South Jersey Energy, Folsom, NJ                                                                                         October 2016 - November 2017                                                  
Senior Solution & Security Architect & Engineer - Cognizant

· Led a project to transition from Exchange 2010 to Office 365 in a hybrid environment, migrated from Mobile Iron MDM to Microsoft Intune, and ensured Intune policies adhere to the security standards.

· Served as a Security Architect, coordinating with the Board of Public Utility and DHS Cyber Security division to mitigate all risks associated with SCADA networks.

· Incorporated security tools like Varonis Systems, Splunk, and RSA security analytics framework to construct an intelligent detection response system on the basis of users’ behavior. 

· Monitored the source of SPAM, Malware, and fraudulent emails, used various cyber security tools, and decreased spoofing by configuring DKIM and DMARC frameworks.

· Utilized PowerShell and other self-made scripts and tools, Group Policy (GPO) consolidation, migrating and configuring fined grained password policies. 

· Upgraded AD FS version 2.0 (2008 R2) to version 4.0 (2016), designed safe access to Microsoft Office 365 waffles, i.e. Teams, Power BI for external clients by using Azure B2C.
· Supported data center migration to the IaaS model for Azure and AWS using RISC Networks cloudscape. 

· Architected the Azure leapfrog project, reviewing existing systems and applications before migration to Azure IaaS and or PaaS.
KPMG, McLean, VA                                                                                                                August 2016 - November 2016                              
Senior Cyber Cloud Security Solution Architect & Engineer - Cognizant

· Verified all applications being transitioned to the Cloud comply with the security controls managed by the Information Privacy Group.  

· Involved in security and risk mitigation for Amazon AWS and Microsoft Azure Cloud infrastructure and platforms and conducted PEN testing based on guidelines described by NIST. 

· Interfaced with Microsoft and KMPG global teams to design, build, and maintain Azure in a sovereign Cloud scenario, and architected ADFS 4.0 in a new ADFS farms scenario (farms would be used for Office 365 migration project).  

· Designed ADFS 4.0 in a new ADFS farms scenario for Office 365 migration project and upgraded ADFS 3.0 farms to ADFS 4.0 to maintain the application being migrated to the Azure, AWS, and SML 2.0.
· Performed security testing against Intune device enrolment and updated documents on Cloud base security controls and test cases, particularly designed for IaaS, SaaS, and PaaS.      

KPMG, McLean, VA                                                                                                                          May 2016 - October 2016            
Enterprise & Solution Architect, Office 365 Migration Engineer - Cognizant

· Validated all internal and external DTE’s Enterprise Projects are in line with the DTE’s technology road map.

· Provided technical support for Office 365, Azure migration to Cloud program and managed Office 2016 pilot testing and deployment for over 4300 users and devices covering the US.
· Architected the DTE’s roadmap to Cloud and migrated from Windows 7 to Windows 10 using Microsoft Deployment Toolkit. 
· Designed DTE’s Microsoft Deployment Toolkit environment farm based on Windows 20102 R2.

· Upgraded from SharePoint 2013 to SharePoint 2016, oversaw data calcification, established the green data center, and handled IaaS, SaaS, and PaaS initiatives designing environments based on EMC VBlock and Cisco UCS, across all DTE’s Datacenters. 

Solenis L.L.C, Wilmington, DE                                                                                                             June 2015 - May 2016
Microsoft Office 365 and Azure Architect & Engineer, Desktop and Application Migration SME

· Transitioned Solenis Active Directory from paper to server and supervised single forest design with regional de-centralized OU management design.

· Implemented Office 365 infrastructure, including ADFS 3.0 and ADFS proxy claim-based deployment. 

· Delivered Microsoft Forefront Identity Management (FIM) for Solenis onboarding and off-boarding.

· Migrated Lotus Notes, Exchange, and Zimbra email systems migration to Office 365 and transferred Domino .Docs to SharePoint online services in a Hybrid deployment.

· Implemented Azure and online Directory Synchronization for Office 365, as well as FIM Synchronization.  

· Migrated Office 365 Dir Sync to FIM Sync and Lotus Notes Same Time and Lync 2013 to Skype for Business.

· Involved in security auditing for Microsoft SQL, Oracle, SAP using IBM QRadar, SARA and GRC, Microsoft Servers and Desktops IPNS and SCCM.

· Managed security infrastructure, including IPS, IDS, log management, and security assessment systems. 

· Migrated Solenis legacy applications and servers from on-premise to AWS and architected a data center migration from Kentucky to Dallas and Virginia. 

Penn Medicine U of Pennsylvania Health System, Philadelphia, PA                            March 2015 - September 2015
Microsoft Office 365 and Azure Architect and Engineer

· Administered Office 365 infrastructure deployment, including ADFS 2.0 and ADFS proxy claim-based design.  

· Involved in setting up preventive, mitigating, and compensating controls to ensure correct levels of protection and conformance to the objectives of the information security strategy. 

· Supported development of access controls and performed a technical risk assessment of hardware, software, and installed systems and networks. 

· Contributed to forensic recovery, as well as improvement of global information security policy and migrated from Office Communicator Server to Lync 2013 to Skype for business hybrid design. 

· Facilitated migration from a multi-exchange organization design to a single Office 365 tenant within a hybrid environment and used Binary Tree tool for migration from Lotus Notes mail system to Office 365. 
· Implemented the following:

Forefront Identity Management (FIM) for password reset utilizing Windows GINA and online services

Data Center migration for newly acquired hospitals across the US

Office 365 and Active Directory Single Sign-on (SSO)

Office 365 Multi-Factor Authentication (MFA) with App Password enabled
· Leveraged Whisker for post-migration Security Audit for Office 365 and other environments. 


Guardian Insurance Company, Bethlehem, PA                                                                   December 2014 - March 2015
Microsoft Office 365 and Azure Architect & Engineer

· Combined Cloud to Cloud migration strategy with the Bit Titan power shell command-line tool to transition 5000 guardian branded and non-branded agencies and users to Microsoft office 365 tenets.

· Created replicas in Azure using private and public IPs, Hyper-V and VMware technologies, and PowerShell scripts and directed Solution Architect Novell GroupWise email migration to a Microsoft Exchange 2013.

QVC Inc, Westchester, PA                                                                                                           August 2014 - January 2015
Microsoft Office 365 and Azure Architect & Engineer

· Involved in server consolidation and migration of 4000 servers from physical to virtual servers in HyperV and VMware environments.

· Configured Active Directory Certificate Services in a multi-forest environment and supervised Lync 2010 migration to Lync 2013/Skype for business. 

· Installed and maintained security infrastructure, including IPS, IDS, log management, and security assessment systems, and formulated enterprise security standards and guidelines for system configuration and server. 

· Configured Dell/Quest AD migrator tool for an AD migration, monitored NAS to SAN migration, and transferred QVC’s DNS environment from Microsoft DNS to BIND DNS.  

Veris Associates Inc, Philadelphia, PA  
                                                                                  October 2013 - August 2014
Senior Integration & Migration Architect & Engineer for Comcast - NBC Universal

· Coordinated with NBC and Time Warner Cable for solution architect and used AD FS, FIM, and Azure Pack to offer optimal technology scenarios for non-agnostic technology environments. 

· Guided Outlook PST to O365 archive migration and briefed teams on Air watch and SCCM.
· Transferred to Cloud using Microsoft Application Virtualization (App-V) and Citrix XenApp, VMware desktop, and application virtualization for Office 365/Hybrid Exchange 2013. 

· Migrated 20 sites with over 1.5 TB of data to a single managed platform on SharePoint 2013 Hybrid 

· Created change tickets with various business units and resolved any issues pre and post-migration. 
· Extended the schema, upgraded the GPO, and ensured the environment was available for Read-Only Domain Controllers (RODC). 

Veris Associates Inc, Philadelphia, PA  
                                                                             October 2013 - December 2013
Senior Systems Engineer and Migration/Integration Specialists for DM Transportation  

· Supported Binary Tree Smart Exchange and Active Directory Migration, including the DirSync tool configuration, and mentored teams on Physical to Virtual (P2V) VMware and Microsoft Hyper-V 2012 R2 server consolidation projects.

Veris Associates Inc, Philadelphia, PA
                                                                                          July 2013 - October 2013
Senior Virtualization Engineer for Defense Logistics Agency

· Implemented a domain separation and migration using PowerShell and Migration Tools

· Planned a migration from Exchange 2010 to 2013, rolled out an exchange 2013 to a Hybrid environment, and reconfigured PowerShell scripts to manage the Hyper-V infrastructure. 

Veris Associates Inc, Philadelphia, PA
                                                                                          July 2013 - October 2013
Senior Office 365 Architect & Migration Specialists /Virtualization Engineer for Venn-Corp 

· Used Quest Migration Tool for implementing a domain separation and migration, installed Lync 2013 environment with chat rooms, mobile chat, and desktop and file sharing for more than 7500 users. 

· Reconfigured PowerShell scripts to manage the daily Hyper-V infrastructure and facilitated migration from SharePoint 2010 on-premise to SharePoint 2013 Hybrid solution with the aid of BCS. 

· Rolled out Azure Cloud Data Centre with replication and synchronization to an on-premise data center for more than 1500 Microsoft Windows and Red hat Linux. 

Mission Staff Inc, Philadelphia, PA  
                                                                                                March 2013 - July 2013
Senior Infrastructure Engineer/ Datacenter Solution Architect for Beyond Inc.

· Streamlined process, decreases costs, enhanced ROI, and established procedures for system monitoring and alert distribution. 

· Involved in data center design, capacity and strategic planning, and incorporated a single sign on an identity management system based on Microsoft Identity Manager. 

· Configured Microsoft Lync 2013 system for more than 1500 users across the US and coordinated server troubleshooting, AD and Exchange issues, backup and reporting systems. 

· Developed the POC LAB for Office 365 and planned a roadmap to migrate Beyond‘s 550 users to the Office 365 cloud.

· Configured Switches and Firewalls from the corporate office to the Datacenters and migrated a 2000 mailbox Novell GroupWise email system to Microsoft Exchange 2013. 
Paper Works Industries, Philadelphia, PA                           
                                                 December 2012 - March 2013

Senior Systems Engineer, Infrastructure Migration Technical Lead

· Strategized domain consolidation and upgrade to Windows 2008 R2 environment for more than 20 various domains in single forest methodology. 

· Configured Quest migration tool for AD, Exchange, and SharePoint as a platform for 10 virtual servers.  

· Managed group policy cleanup and re-configuration, transformed co-existence design to the Cloud with office 365 for over 2500 mailboxes, and migrated Lotus notes and Domino Dot Docs to the Office 365 Cloud. 

· Designed a private Cloud POC lab with Windows 2012, facilitated SAN migration from Dell Equal Logic to EMC VMAX/VMWare, replaced manual software deployment, security patching, and inventory with SCCM. 

Metlife (ALICO), Wilmington, Delaware
                                                                               April 2012 - December 2012
Senior System Engineer, Active Directory & Email Migration Specialists

· Leveraged Microsoft native and Quest tools for integrating multiple AD domains and Lotus Notes to Exchange 2010 environment.

· Configured DNS and WINS, created VM and HyperV server and workstation templates, setup the HyperV and VMware infrastructure for the data center in the USA covering 4 VM hosts and 4 HyperV hosts, with over 10 TB of SAN storage clustered for redundancy.
· Migrated MS HPC grid with minimal downtime, used AWS to build a hybrid cloud strategy, and created VM and VM workstations on the Citrix Virtual Apps.  

· Deployed code and application revision (CLI), supported integration and migration of Exchange and server platforms, and developed email archiving system, including Symantec email vault and EMC email Extender. 

TD Bank Group, Mount Laurel, New Jersey                                       
                                             June 2010 - April 2012
Project Coordinator, Senior System Engineer, Senior Infrastructure Architect

· Implemented server migration project from SUSE Linux Enterprise to Red Hat Linux Enterprise.

· Integrated Right Fax Solution with Kofax mortgage application and migrated security patching from Tivoli to MS SCCM. 

MERCK & CO., Blue Bell, Pennsylvania                                                                                                               2009 - 2010                                                    

Senior System Engineer - Migration, Integration Specialist, Project Coordinator

· Offered architecture for enterprise Parent-Child SharePoint farms and deployed Project Server 2010 covering 4 server farms. 

· Handled migration of over 10,000 eRooms to a MOSS 2007 environment, authoring best practice documentation for MOSS 2007 daily operation and migration to SharePoint 2010. 
TD Bank Group, Toronto, Canada                                                                                                                          2008 - 2009  

Senior System Engineer, Senior Infrastructure Engineer

· Developed the Microsoft Geo Cluster for retail and small business banking applications and shifted over 100,000 users from a legacy 2003 Active Directory to Windows Server 2008 R2, with supplementary 40,000 Active Directory users migrated from legacy systems to 2008.
· Resolved issues impacting the SWIFT, PRIME, VOYAGER, ARP/SMS, and CASH MASTER applications. 

Vidabode Group Inc, Toronto, Canada                                                                                                                           2008
      

Solutions Architect, Builder

· Facilitated SMS 2003 R2 migration to an SCCM 2007 10 node distribution and SharePoint migration to MOSS 2007, and applied DocAve to migrate 2 million handbooks in Documentum eRoom to MOSS 2007. 

· Created GPO for troubleshooting legacy application deployments and released Plate Spin (Power Convert) technology for the VM and physical environment. 
EDS/HP, Toronto, Canada                                                                                                                                         2007 - 2008                        
Senior Solutions Architect, Project Manager

· Executed Microsoft Clustering technology covering 12 Exchange 2007 and 20 Windows 2003 R2 Servers and led biometric and face recognition and access control projects for oil refineries and laboratories.

Siemens Canada Ltd, Mississauga, Canada                                                                                                          2005 - 2007              
Senior Solutions Architect, Project Manager

· Contributed to Siemens VPN migration project, installing and configuring servers and CISCO VPN appliances. 

· Provided technical assistance on LAN/WAN project, configuring Cisco, Nortel, 3Com switches and routers for Siemens Datacenter. 

· Managed DRBC design for Canada, migrating 550,000 global users, with over 90,000 users in North America.
· Adhered to PMBOK methodologies for project success and used System Center Configuration Manager for deployment and security of devices and applications. 
IBM Global Services, Boulder, Colorado                                                                                                               2003 - 2005
Senior Solutions Architect, Project Coordinator

· Integrated maritime life infrastructure with the existing Manulife environment and coordinated with internal hackers for the safety of Manulife and John Hancock systems. 
OTHER PROFESSIONAL WORK EXPERIENCE  
Senior Consultant, ONX Enterprise Solutions, Richmond Hill, Ontario, 2003 
Senior Systems Engineer, HP Global Services, Toronto, Ontario, 2001 - 2003
Systems Architect, BMO Financial Group, Toronto, Ontario, 2001 - 2003



Systems Engineer, EDS Canada, Toronto, Ontario, 2000 - 2001




Systems Engineer, Bank of Montreal Electronic Banking SVC, 1999 - 2000
Systems Engineer, Kinko’s Canada Ltd, Toronto, Ontario, 1997 - 1999


Network Analyst, Microsoft Canada Ltd, Mississauga, Ontario, 1996 - 1997
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